1. **Briefly explain the concept of zero trust.**
2. **Active Directory Domain Services are used to store which kind of objects? Which container in ADDS is used to store these objects?**
3. **Which services is used to synchronize information between ADDS and Entra ID? Which objects are synchronized?**
4. **Explain options for password hash sync between ADDS and Entra ID.**
5. **Which service allows an administrator to block user access if he is outside his country of residence?**
6. **How would you configure Entra ID to allow only admins to login with MFA but not the regular users?**
7. **How and why secure score is calculated by defender for cloud?**
8. **Briefly describe functionality and usage of Microsoft Entra ID service.**
9. **Draw & briefly explain the process of synchronization of AD objects to Entra Domain Services.**
10. **Briefly explain the concept and principles of zero trust.**
11. **How and why secure score is calculated by defender for cloud?**
12. **What are the different options to sync password hash between ADDS and Entra ID.**
13. **As an administrator, you want to block user access if a user is outside his country of residence. How would you accomplish that?**
14. **Which objects are stored in ADDS? Which container type in ADDS is used to store these objects?**